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SCHEDULE OF RECORDS 

Date Record Description Number 
of pages 

Granted/Part-
Granted/Refused  

Section exempted under: 

1. 10/08/21 Email regarding incident and new handset  1 Refused 33 (3) (c) (iii)   
Information communicated in 
confidence (whether generated 
in the State or elsewhere) in the 
possession of a public body in 
relation to planning for, or 
responses to, threats or 
incidents in respect of network 
and information security. 

2. 14/08/20 Email regarding handover of handset to the Gardaí 1 Refused 33 (3) (c) (iii)   
Information communicated in 
confidence (whether generated 
in the State or elsewhere) in the 
possession of a public body in 
relation to planning for, or 
responses to, threats or 
incidents in respect of network 
and information security. 

3. 14/08/20 Email regarding handover of handset to the Gardaí 2 1 Refused 33 (3) (c) (iii)   
Information communicated in 
confidence (whether generated 
in the State or elsewhere) in the 
possession of a public body in 
relation to planning for, or 



responses to, threats or 
incidents in respect of network 
and information security. 

4. 19/08/20 Email regarding Garda Investigation 1 Refused 33 (3) (c) (iii)   
Information communicated in 
confidence (whether generated 
in the State or elsewhere) in the 
possession of a public body in 
relation to planning for, or 
responses to, threats or 
incidents in respect of network 
and information security. 

5. 27/08/20 Email regarding Garda Investigation 2 2 Refused 33 (3) (c) (iii)   
Information communicated in 
confidence (whether generated 
in the State or elsewhere) in the 
possession of a public body in 
relation to planning for, or 
responses to, threats or 
incidents in respect of network 
and information security. 

6. 04/08/20 Email outlining Incident 1 Refused 33 (3) (c) (iii)   
Information communicated in 
confidence (whether generated 
in the State or elsewhere) in the 
possession of a public body in 
relation to planning for, or 
responses to, threats or 
incidents in respect of network 
and information security. 



7. 06/08/20 Email outlining Incident 2 2 Refused 33 (3) (c) (iii)   
Information communicated in 
confidence (whether generated 
in the State or elsewhere) in the 
possession of a public body in 
relation to planning for, or 
responses to, threats or 
incidents in respect of network 
and information security. 

8. 07/08/20 Email containing technical details of phone configuration 1  33 (3) (c) (iii)   
Information communicated in 

confidence (whether generated 

in the State or elsewhere) in the 

possession of a public body in 

relation to planning for, or 

responses to, threats or 

incidents in respect of network 

and information security. 

9. 05/08/20 Email containing technical instructions 1  33 (3) (c) (iii)   
Information communicated in 
confidence (whether generated 
in the State or elsewhere) in the 
possession of a public body in 
relation to planning for, or 
responses to, threats or 
incidents in respect of network 
and information security.  



10. 05/08/20 Email containing technical instructions 1  33 (3) (c) (iii)   
Information communicated in 
confidence (whether generated 
in the State or elsewhere) in the 
possession of a public body in 
relation to planning for, or 
responses to, threats or 
incidents in respect of network 
and information security.  

11. 13/08/20 Email containing technical information of the Departments 
infrastructure 

1  33 (3) (c) (iii)   
Information communicated in 
confidence (whether generated 
in the State or elsewhere) in the 
possession of a public body in 
relation to planning for, or 
responses to, threats or 
incidents in respect of network 
and information security.  

12. 13/08/20 Email containing technical information of the Departments 
infrastructure 

1  33 (3) (c) (iii)   
Information communicated in 
confidence (whether generated 
in the State or elsewhere) in the 
possession of a public body in 
relation to planning for, or 
responses to, threats or 
incidents in respect of network 
and information security.  

13 13/08/20 Email containing technical information regarding the 
Departments ICT infrastructure 

1  33 (3) (c) (iii)  
Information communicated in 
confidence (whether generated 



in the State or elsewhere) in the 
possession of a public body in 
relation to planning for, or 
responses to, threats or 
incidents in respect of network 
and information security.  

14 13/08/20 Email containing technical information regarding the 
Departments ICT infrastructure 

1  33 (3) (c) (iii)   
Information communicated in 

confidence (whether generated 

in the State or elsewhere) in the 

possession of a public body in 

relation to planning for, or 

responses to, threats or 

incidents in respect of network 

and information security. 

15 07/08/20 Email containing technical information regarding the 
Departments ICT infrastructure 

1  33 (3) (c) (iii)   
Information communicated in 
confidence (whether generated 
in the State or elsewhere) in the 
possession of a public body in 
relation to planning for, or 
responses to, threats or 
incidents in respect of network 
and information security.  
 

      

    
  

 Total number of pages: 10 
 



 

 


